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  A request for information may only be made if the information is
required for the exercise of a legitimate right.

Information requests will not be approved unless the requester can
satisfy the IO that a legitimate right exists in relation to the
information sought and the reasons why the information is required
to exercise / protect that right. 

The exercise of an individual’s rights is subject to justifiable
limitations including the reasonable protection of privacy,
commercial confidentiality etc. 

No requests for information relating to criminal or civil
proceedings shall be granted. 

All requests in terms of PAIA and this Manual must be addressed to
the IO using the details above. 

1.CONTACT DETAILS OF THE INFORMATION OFFICER (“IO”)

2. MANUAL OBJECTIVES 

Information Officer
Elaine Johnston
elaine@johnstonkzn.co.za 
068 141 7766

Appointment Date - 21/10/21

 to provide a list of all records held by Johnston & Partners; 

to record the requirements with regard to who may request
information in terms of PAIA as well as the grounds upon which a
request may be denied; 

to define the manner and form in which a request for information
must be submitted; and

to comply with the additional requirements imposed by POPIA.

The objectives of this Manual are:

3. PROCEDURE REQUESTS 
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4. INFORMATION AVAILABLE IN TERMS OF POPIA

In terms of POPIA, Personal Information must be processed for a
specified purpose.

The purpose for which Personal Information is processed by
Johnston & Partners will depend on the nature of the Personal
Information and the particular Data Subject. This purpose is
ordinarily disclosed, explicitly or implicitly, at the time the
Personal Information is collected. 

 In general, Personal Information is processed for purposes of,
inter alia, on-boarding Clients and suppliers, service or product
delivery, Record management, security, employment, giving effect
to professional instructions received and related matters.

In terms of POPIA, Personal Information must be processed for a
specified purpose. The purpose for which Personal Information is
processed by Johnston and Partners depends on the nature of the
information and the particular data subject it relates to. This purpose
is ordinarily disclosed, explicitly or implicitly, at the time the Personal
Information is collected. Please also refer to Johnston & Partners’
Privacy Policies for further information.

Categories of Personal Information collected by Johnston & Partners:

Johnston & Partners may collect all types of Personal Information,
including Special Personal Information relating to an identifiable,
living, natural person, and where it is applicable, an identifiable,
existing juristic person.

The purpose of Processing Personal Information: 

 A description of the categories of Data Subjects:

Johnston & Partners holds information and Records on the following
categories of Data Subjects: 

• Employee(s) of Johnston & Partners
• Clients of Johnston & Partners
• any Third Party with whom Johnston & Partners conducts business;
(This list of categories of Data Subjects is non-exhaustive)
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4. INFORMATION AVAILABLE IN TERMS OF POPIA CONTINUED

statutory oversight bodies, regulators or judicial commissions of
enquiry making a request for Personal Information; 

any court, administrative or judicial forum, arbitration, statutory
commission, or ombudsman making a request for Personal
Information or discovery in terms of the applicable rules;

South African Revenue Services, or another similar authority; 

anyone making a successful application for access in terms of
PAIA or POPIA; and

subject to the provisions of POPIA and other relevant legislation,
Johnston & Partners may share information about a Client’s
creditworthiness with any credit bureau or credit providers
industry association or other association for an industry in which
Johnston & Partners operates.

Johnston & Partners takes appropriate information security
measures to ensure the confidentiality, integrity and availability of
Personal Information in its possession. Our takes technical and
organisational measures are designed to ensure that Personal
Information remains confidential and secure against unauthorised
or unlawful Processing and against accidental loss, destruction or
damage.

The recipients or categories of recipients to whom the Personal
Information may be supplied:

Depending on the nature of the Personal Information, Johnston &
Partners may supply information or Records to the following
categories of recipients:

A general description of information security measures to be
implemented by Johnston & Partners:
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5. CATEGORIES OF RECORDS AVAILABLE UPON REQUEST 

Please note that the recordal of a category or subject matter in
this Manual does not imply that a request for access to such
Records would be granted. All requests for access will be
evaluated on a case by case basis in accordance with the
provisions of PAIA.

Business-related records;
Financial Records; 
Operational Records; 
 Intellectual property; 
 Marketing Records; 
Internal correspondence; 
 Service Records; 
Internal policies and procedures; 
Minutes of meetings; 
IT records, including computer software, support and maintenance
Agreements.

Personal records
Contractual employment-related records
Employment policies and procedures;

Attorney client mandates;
Fee agreements;
Contracts entered into by and with Johnston & Partners;
File contents;
Financial Records;
Indemnities and guarantees;
Personal Information 
Correspondence 

Employee, Client, or our Records which are held by a Third Party
as opposed to being held by Johnston & Partners and 
Financial records, correspondence, contractual records 

Internal Records 

Employee records

Client-related records 

Third party records 
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6. PHYSICAL DATA SECURITY 

Access controlled office entrance 
Locked filing cabinets and drawers
Access controlled server room
Employee training on security measures 
Archiving facilities through third parties 
Password protection
Remote access for laptops with Password protection 

Johnston & Partners takes every measure in physically securing data
in its hardcopy format and in its electronic format. Our measures
include inter alia: 

7. REQUEST PROCEDURE 

Any request for access to a Record in terms of PAIA must
substantially correspond  with Form C of Government Notice No.
R.187 dated 15 February 2002 and should be specific in terms of
the Record requested. 

Any request for access to a Record in terms of POPIA must
substantially correspond to the Data Subject Access Request
Form. 

POPIA provides that a Data Subject may object, at any time, to the
Processing of Personal Information by Johnston & Partners on
reasonable grounds relating to his/her particular situation, unless
legislation provides for such Processing. 

A Data Subject may also request Johnston & Partners to correct or
delete Personal Information about the Data Subject in its possession
or under its control that is inaccurate, irrelevant, excessive, out of
date, incomplete, misleading or obtained unlawfully; or destroy or
delete a Record of Personal Information about the Data Subject that
Johnston & Partners is no longer authorised to retain in terms of
POPIA's retention and restriction of Records provisions. 

Prescribed form completion steps: 
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object to the Processing of their Personal Information must complete
Form 1; and 

request a correction or deletion of Personal Information or the
destruction or deletion of a Record of Personal Information must
complete Form 2 and submit it to the IO. 

A request for access to information which does not comply with the
formalities as prescribed by PAIA will be returned to you. 

Proof of identity is required to authenticate the Data Subject’s identity
and the request. The Data Subject will, in addition to this prescribed
form, be required to submit acceptable proof of identity such as a
certified copy of their identity document or other legal forms of identity. 

The request fee: R50.00 (fifty rand) 

The access fee: This is calculated by taking into account reproduction
costs, search and preparation costs, as well as postal costs. These fees
are set out in Fees in Respect of Private Bodies. 

Section 54 of PAIA entitles Johnston & Partners to levy a charge or to
request a fee to enable it to recover the cost of Processing a request
and providing access to Records.

The fees that may be charged are set out in Regulation 9(2)(c)
promulgated under PAIA. 

Where a decision to grant a request has been taken, the Record will not
be disclosed until the necessary fees have been paid in full. 

Requests will be processed within 30 (thirty) days, unless the request
contains considerations that are of such a nature that an extension of
the time limit is needed.

Should an extension be required, you will be notified, together with
reasons explaining why the extension is necessary. 

A Data Subject that wishes to: 

Proof of identity: 

Payment of the prescribed fees: 

There are two categories of fees which are payable: 

Timelines for consideration of a request for access: 

7. REQUEST PROCEDURE CONTINUED
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the protection of Personal Information of a Third Party from
unreasonable  disclosure; 

the protection of commercial information of a Third Party (for example:
trade secrets; financial, commercial, scientific or technical information
that may harm the commercial or financial interests of a Third Party); 

If it is Client-attorney privileged or confidential information. For
example,  any record subject to the relationship between an attorney
and their Client is protected under PAIA; 

if disclosure would result in the breach of a duty of confidence owed to
a Third Party; 

if disclosure would jeopardise the safety of an individual or prejudice or
impair certain property rights of a third person; 

if the Record was produced during legal proceedings, unless that legal
privilege has been waived; 

if the Record contains trade secrets, financial or sensitive information or
any information that would put Johnston & Partners at a disadvantage
in negotiations or prejudice it in commercial competition; and/or 

if the Record contains information about research being carried out or
about to be carried out on behalf of a Third Party or by Johnston &
Partners 

Section 70 of PAIA contains an overriding provision. Disclosure of a
Record is compulsory if it would reveal (i) a substantial contravention of,
or failure to comply with the law; or (ii) there is an imminent and serious
public safety or environmental risk; and (iii) the public interest in the
disclosure of the Record in question clearly outweighs the harm
contemplated by its disclosure. 

If the request for access to information affects a Third Party, then such
Third Party must first be informed within 21 (twenty one) days of receipt
of the request. The Third Party would then have a further 21 (twenty one)
days to make representations and/or submissions regarding the
granting of access to the Record.

Grounds for refusal of access and protection of information: 

There are various grounds upon which a request for access to a Record
may be refused. These grounds include: 
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If the IO decides to grant access to the particular Record, such access
must be granted within 30 (thirty) days of being informed of the
decision unless that Record is held by a Third Party, in which case such
access must be granted within 60 (sixty) days of the request being
made. 

The decision made by the IO after a request to access of information is
final. However, in the event that you are not satisfied with the outcome
of the request, you are encouraged to engage Johnston & Partners
senior management with a view to resolving the matter. 

Where a Third Party is affected by the request for access and the IO
has decided to grant access to the Record, the Third Party has 30
(thirty) days in which to appeal the decision in a court of competent
jurisdiction. If no appeal has been lodged by the Third Party within 30
(thirty) days, access to the Record must be granted. 

REMEDIES AVAILABLE TO A REQUESTER ON REFUSAL OF ACCESS 

7. REQUEST PROCEDURE CONTINUED

8. PRIVACY NOTICE 

Johnston & Partners has made the Privacy Notice and Policy available to
all external stakeholders through our website www.johnstonkzn.co.za and
by hardcopy on request. Our Privacy Policy is reviewed periodically as per
the POPI Compliance Manual management and maintenance SOP.

9. TRAINING, AWARENESS AND COMPLIANCE 
Johnston & Partners takes a proactive approach in effectively stressing the
importance of data security to its stakeholders and to our employees and
their active role in mitigating risk through our training initiatives and
policies. 

10. AVAILABILITY OF THIS MANUAL 

This Manual is available for inspection, free of charge, at the offices of
Johnston & Partners and on its website
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